**Załącznik nr 2 do ogłoszenia o planowanym zamówieniu**

**Formularz oferty**

(Nazwa i adres Wykonawcy)

Składając ofertę w postępowaniu o udzielenie zamówienia publicznego prowadzonego zgodnie z art. 4 pkt 8 ustawy z dnia 29 stycznia 2004 r. - Prawo zamówień publicznych (Dz. U. z 2018 r., poz.1986 ze zm.) oraz na podstawie postanowień „Regulaminu udzielania zamówień publicznych do kwoty 30.000 euro”, wprowadzonego Zarządzeniem Dyrektora OPI PIB z dnia 20.09.2016 r. zmienionego Aneksem nr 1 z dnia 17.02.2017 r., na: **wykonanie usługi audytu bezpieczeństwa, w ramach projektu Zintegrowany System Usług dla Nauki – etap II (ZSUN II), nr POPC.02.03.01-00-0003/17:**

Oferujemy wykonanie przedmiotu zamówienia w zakresie określonym w ogłoszeniu
o planowanym zamówieniu **za łączną cenę brutto:** ……………............. zł (słownie złotych brutto: ……………………………..).

1. Ja (my) niżej podpisany(i) oświadczam(y), że:
* Zapoznałem/Zapoznaliśmy się z treścią ogłoszenia o planowanym zamówieniu oraz wszystkimi informacjami niezbędnymi do zrealizowania zamówienia i nie wnoszę/nie wnosimy do nich zastrzeżeń oraz przyjmuję/przyjmujemy warunki w nich zawarte;
* Gwarantuję/Gwarantujemy wykonanie całości niniejszego zamówienia zgodnie z treścią ogłoszenia o planowanym zamówieniu;
* Zobowiązuję/Zobowiązujemy się do podpisania umowy w miejscu i terminie wyznaczonym przez Zamawiającego;
* Akceptuję/Akceptujemy warunki płatności określone przez Zamawiającego;
* Uważam/Uważamy się związany/związani niniejszą ofertą na okres 30 dni licząc od upływu terminu składania ofert (włącznie z tym dniem);
* Czynności audytowe wykonamy w oparciu o metodykę przyjętą i powszechnie stosowaną dla tego rodzaju usług;
* Wykonaliśmy następujące usługi obejmujące audyt określony przedmiotem zamówienia, tj. wykonano testy penetracyjne oraz testy konfiguracji sieci i systemów teleinformatycznych (należy wskazać co najmniej 7 audytów, w tym co najmniej 2 na zlecenie jednostki sektora administracji publicznej w okresie co najmniej 3 lat przed upływem terminu składania ofert, a jeżeli okres prowadzenia działalności jest krótszy, to w tym okresie wykonali należycie, a w przypadku świadczeń okresowych lub ciągłych również wykonują):

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| L.p. | Przedmiot usługi | Data wykonania usługi | Odbiorca usługi(nazwa i adres) | Wartość brutto usługi (w PLN) |
| 1. |  |  |  |  |
| 2. |  |  |  |  |
| 3. |  |  |  |  |
| 4. |  |  |  |  |
| 5. |  |  |  |  |
| 6. |  |  |  |  |
| 7. |  |  |  |  |

* Oświadczamy, że audyty wykonane na zlecenie jednostki z sektora administracji publicznej wymienione są w wierszu nr ……………………… oraz …………………
* Do realizacji zamówienia skierujemy następujące osoby:

|  |  |  |
| --- | --- | --- |
| **Nazwisko i imię** | **Kwalifikacje zawodowe, uprawnienia i doświadczenie** | **Podstawa dysponowania osobą** |
| *1.* | *2.* | *3.* |
|  | a) posiada wykształcenie wyższe techniczne,b)posiada co najmniej 5 letnie doświadczenie w realizacji audyt ów bezpieczeństwa systemów teleinformatycznych określonych przedmiotem zamówienia,c)wykonała co najmniej 3 audyty systemów teleinformatycznych, w tym co najmniej 1 audyt w sposób hybrydowy tj. automatycznie i manualnie, przy czym wartość poszczególnego audytu wynosiła co najmniej 150 000 złotych brutto (*należy wskazać instytucje na zlecenie, których wykonano audyt)*:1) ……………………………………………2) ……………………………………………..3) ……………………………………………d) posiada aktualny certyfikat Certified Information Systems Auditor (CISA) wydany przez ISACA lub równoważny,……………………………………………………*(należy wskazać posiadany certyfikat równoważny).* |  |
|  | a) posiada wykształcenie wyższe techniczne,b)posiada co najmniej 5 letnie doświadczenie w realizacji audytów bezpieczeństwa systemów teleinformatycznych określonych przedmiotem zamówienia,c)wykonała co najmniej 3 audyty systemów teleinformatycznych, w tym co najmniej 1 audyt w sposób hybrydowy tj. automatycznie i manualnie, przy czym wartość poszczególnego audytu wynosiła co najmniej 150 000 złotych(*należy wskazać instytucje na zlecenie, których wykonano audyt)*:1) ……………………………………………2) ……………………………………………..3) ……………………………………………d) posiada aktualny certyfikat Certified Information Security Professional (CISSP) wydany przez ISC2 lub równoważny, ……………………………………………………. *(należy wskazać posiadany certyfikat równoważny).* |  |
|  | a) posiada wykształcenie wyższe techniczne,b)posiada co najmniej 5 letnie doświadczenie w realizacji audytów bezpieczeństwa systemów teleinformatycznych określonych przedmiotem zamówienia,c)wykonała co najmniej 3 audyty systemów teleinformatycznych, w tym co najmniej 1 audyt w sposób hybrydowy tj. automatycznie i manualnie, przy czym wartość poszczególnego audytu wynosiła co najmniej 150 000 złotych(*należy wskazać instytucje na zlecenie, których wykonano audyt)*:1) ……………………………………………2) ……………………………………………..3) ……………………………………………d) posiada aktualny certyfikat Offensive Security Certified Professional (OSCP) lub równoważny,……………………………………………………*(należy wskazać posiadany certyfikat równoważny).* |  |
|  | a) posiada wykształcenie wyższe techniczne,b)posiada co najmniej 5 letnie doświadczenie w realizacji audytów bezpieczeństwa systemów teleinformatycznych określonych przedmiotem zamówienia,c)wykonała co najmniej 3 audyty systemów teleinformatycznych, w tym co najmniej 1 audyt w sposób hybrydowy tj. automatycznie i manualnie, przy czym wartość poszczególnego audytu wynosiła co najmniej 150 000 złotych(*należy wskazać instytucje na zlecenie, których wykonano audyt)*:1) ……………………………………………2) ……………………………………………..3) ……………………………………………d) posiada aktualny certyfikat Certified Ethical Hacker (CEH) lub równoważny,……………………………………………………*(należy wskazać posiadany certyfikat równoważny).* |  |
|  | a) posiada wykształcenie wyższe techniczne,b)posiada co najmniej 5 letnie doświadczenie w realizacji audytów bezpieczeństwa systemów teleinformatycznych określonych przedmiotem zamówienia,c)wykonała co najmniej 3 audyty systemów teleinformatycznych, w tym co najmniej 1 audyt w sposób hybrydowy tj. automatycznie i manualnie, przy czym wartość poszczególnego audytu wynosiła co najmniej 150 000 złotych(*należy wskazać instytucje na zlecenie, których wykonano audyt)*:1) ……………………………………………2) ……………………………………………..3) ……………………………………………d) posiada aktualny certyfikat GIAC Exploit Researcher and Advanced Penetration Tester (GXPN) lub równoważny.……………………………………………………*(należy wskazać posiadany certyfikat równoważny).* |  |

* Zamówienie zamierzamy zrealizować sami\*/z udziałem Podwykonawców\*……………… (wskazać nazwę Podwykonawcy/ Podwykonawców), przy realizacji następującego zakresu ........................................................\*
(\*niepotrzebne skreślić)
* OŚWIADCZAMY, że wypełniliśmy obowiązki informacyjne przewidziane w art. 13 lub art. 14 RODO[[1]](#footnote-1) wobec osób fizycznych, od których dane osobowe bezpośrednio lub pośrednio pozyskaliśmy w celu ubiegania się o udzielenie zamówienia publicznego w niniejszym postępowaniu.

W przypadku, gdy Wykonawca nie przekazuje danych osobowych innych niż bezpośrednio jego dotyczących lub zachodzi wyłączenie stosowania obowiązku informacyjnego, stosownie do art. 13 ust. 4 lub art. 14 ust. 5 RODO treści oświadczenia Wykonawca nie składa (usunięcie treści oświadczenia np. przez jego wykreślenie).

1. Wszelką korespondencję w sprawie niniejszego postępowania należy kierować na nasz adres:......................................................................................................,
nr tel.:.................................., fax.:..................................., e-mail: …………………………………

............................... dn. ........................ .....................................................................

*miejscowość data podpis Wykonawcy lub upełnomocnionego*

 *przedstawiciela Wykonawcy*

1. Rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku
z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1). [↑](#footnote-ref-1)